
1

โครงการแลกเปลี่ยนเรียนรู สศช. NESDC KM

“PDPA ควรตระหนักแตไม (ควร) ตระหนก”

Patamawadee
Text Box
  โดย   นายสามารถ เจตนเสน 
          Senior Consultant และ Data Protection Officer

Patamawadee
Text Box
16 มิถุนายน 2565 เวลา 08.30 - 12.30 น.
ในรูปแบบออนไลน์ผ่านระบบ Zoom Meeting

Patamawadee
Text Box
จัดโดย
กลุ่มพัฒนาระบบบริหาร (งานพัฒนาบุคลากร) สศช.
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แนวทางการดําเนินการแนวทางการดําเนินการ



แนวทางการดําเนินการตามพ.ร.บ. คุมครองขอมูลสวนบุคคล พ.ศ. 2562

โครงการจางที่ปรึกษาเพื่อปรับปรุงมาตรการคุมครองขอมูลสวนบุคคลใหสอดคลองกับพระราชบัญญัติคุมครองขอมูลสวนบุคคล พ.ศ. 2562 68

1) กําหนดกลยุทธ กรอบแนวทางการกํากับดูแล โครงสรางการกํากับดูแล กรอบการดําเนินงาน และผูรับผิดชอบ ในการคุมครองขอมูลสวนบุคคล

2) ศึกษาและวิเคราะหสถานะหรือบทบาทขององคกร ในฐานะ “ผูควบคุมขอมูลสวนบุคคล” หรือ “ผูประมวลผลขอมูลสวนบุคคล”

3) ศึกษา และวิเคราะห เพ่ือกําหนด “ขอมูลสวนบุคคล” (PII) และขอมูลที่เปน “Sensitive PII” ที่ตองดําเนินการตามกฎหมายหรือกฎเกณฑที่ประกาศบังคบัใช

4) จัดทํา “Data Inventory” สําหรับกิจกรรมการรับ จัดเก็บ และใชงานหรือประมวลผลขอมูลสวนบุคคล / ระบุฐานประมวล

5) จัดทํานโยบายการคุมครองขอมูลสวนบุคคล (Privacy) และขั้นตอนปฏิบัติหรือคูมือการปฏิบัติงาน ในการคุมครองขอมูลสวนบุคคล

6) แตงต้ัง “เจาหนาท่ีคุมครองขอมูลสวนบุคคล” (DPO) และหมอบหมายหนาท่ี ตาม พ.ร.บ. ฯ

7) ประเมนิผลกระทบและความเส่ียงจากขอมูลสวนบุคคล Data protection Impact Assessment & Risk Assessment

มาตรา/บทลงโทษ

(37-40)

(24,26)

(39,82/1ล.)

(21,83/3ล.) (23,82/1ล.)

(37,83/3ล.)

(41,42,82/1ล.)
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โครงการจางที่ปรึกษาเพื่อปรับปรุงมาตรการคุมครองขอมูลสวนบุคคลใหสอดคลองกับพระราชบัญญัติคุมครองขอมูลสวนบุคคล พ.ศ. 2562 69

8) จัดทําการกําหนดลําดับชั้นขอมูล (Data Classification Policy/Procedure)

9) จัดทําเอกสาร และกระบวนการหรือระบบ เพ่ือใหเจาของขอมูลสวนบคุคลแจงความประสงคของใชสิทธิ์ (Data Subject Rights Management)

10) จัดทํานโยบายหรือแนวปฏิบัติในการจัดจาง และแนวทางในการกํากับดูแล บุคคลหรือนิติบุคคลภายนอกที่เปนผูประมวลผลขอมูลสวนบุคคล (Outsource)

11) จัดทํากระบวนการจัดการการขอความยนิยอม (Consent Management Procedure)

12) จัดทํานโยบายการจัดการ ระยะเวลาการเก็บขอมูลสวนบุคคล (Data Retention and Disposal Policy)

13) จัดทํานโยบายหรือแนวปฏิบัติติในการ เปดเผย ขอมูลสวนบุคคลไปยังหนวยงานภายนอก หรือสงหรือโอนขอมูลสวนบคุคลไปหนวยงานในตางประเทศ

มาตรา/บทลงโทษ

(30,82/1ล.)

(37(3),83/3ล.)

(28/79 (จ.6/0.5ล.)

(26/28 (จ.1 ป/1ล.))

(26/28/83/3ล.)

(40/86/3ล.)

(19/20/26)



แนวทางการดําเนินการตามพ.ร.บ. คุมครองขอมูลสวนบุคคล พ.ศ. 2562
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15) ทบทวนและแกไขหนังสือยนิยอม (Consent) สัญญา (Contract) หรือขอตกลง (Agreement) และขั้นตอนการขอความยินยอม ตามขอกําหนดของ พ.ร.บ.ฯ

16) ประกาศความเปนสวนตัว Privacy Notice เพื่อใหเจาของขอมูลสวนบุคคล (Data subject) ไดรับทราบวิธีการประมวลผลขอมูล

17) จัดทําเอกสาร และกระบวนการหรือระบบ เพ่ือแจงเหตุการแจงเหตุการละเมิดขอมูลสวนบุคคลแกสํานักงาน และ/หรือเจาของขอมูลสวนบุคคล

18) สรางความตระหนัก และเสริมสรางความรูใหกับผูปฏิบติังานและผูที่เกี่ยวของ

19) กําหนดกรอบการประสานกับหนวยงานกํากับดูแล หนวยงานภาครัฐ และหนวยงานความรวมมืออ่ืน ๆ

มาตรา/บทลงโทษ

(37(4),83/3ล.)

(37(2),83/3ล.)

(80/จ.6ด./0.5ล)

(27/84/5ล.)

(21,83/3ล.)(23 25,82/1ล.)

(37(1),83/3ล.)

(40/86/3ล.)(19/20/26)



แนวทางดําเนินการคุมครองขอมูลสวนบุคคล
 กฎเกณฑ GDPR (ดําเนนิการตามกฎเกณฑและขอกําหนดที่เกี่ยวของ)

 มาตรฐานสากล ISO/IEC 27701 Privacy Information Management (Aug. 2019)

 ดําเนินการตามขอกําหนดกรอบการบริหารจัดการและมาตรการคุมครองขอมูลสวนบุคคล

 ดําเนินการตรวจรับรองตามขอกําหนดระบบบริหารจัดการ Privacy Information Management

 ขยายขอบเขตการตรวจรับรองมาตรฐาน ISO/IEC 27001 (Information Security Management System) ครอบคลุมการคุมครอง
ขอมลูสวนบุคคล และการจัดการในระบบคลาวด

 มาตรฐานสากล ISO 29100 Privacy Framework (Implementation)

 ดําเนินการตามขอกําหนดกรอบการดําเนนิงานในการคุมครองขอมูลสวนบคุคล

 มาตรฐาน NIST Privacy Framework (16 Jan 2020)

 ดําเนินการตามขอกําหนดกรอบการดําเนนิงานในการคุมครองขอมูลสวนบคุคล

 แนวทางการเสริมสรางความรูใหกับผูที่รับมอบหมาย “เจาหนาที่คุมครองขอมูลสวนบุคคล” 
(Data Protection Officer: DPO) และผูปฏิบัติงานที่เกี่ยวของตามกรอบ Privacy/Data Protection

พ.ร.บ. คุมครองขอมูลสวนบุคคล พ.ศ. 2562
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27103

COBIT
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COBIT 2019

Standards & Best Practices
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Standards for Security and Privacy Management
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