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Patamawadee
Text Box
  โดย   นายสามารถ เจตนเสน 
          Senior Consultant และ Data Protection Officer

Patamawadee
Text Box
16 มิถุนายน 2565 เวลา 08.30 - 12.30 น.
ในรูปแบบออนไลน์ผ่านระบบ Zoom Meeting

Patamawadee
Text Box
จัดโดย
กลุ่มพัฒนาระบบบริหาร (งานพัฒนาบุคลากร) สศช.
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LUINNSANLEUNTANUN.S.U. ANATEIVILAFIUUARR W.A. 2562

N1ATVUNAI NG

1) MuuAnagns NTaULLININTITUQLA 1ASIad1ensmiugua nseun1saiiuau wasgSuRaveu lunmsAuasesloyadiuynna
(37-40)  2) AnWarIATIREOIULVTDUNUINTDIDIANT LWL “HAtuAudayadiuyana” vse “AUszananatoyadiuynna”
(24,26)  3) f@nw uaziiased Wilermun “Yeyadauyana” (PI) uazdoyaiiiu “Sensitive PII” idosiiiiunsnungranevionginasifiussmedsduld
(39,82/1a.)  4) davi “Data Inventory” dmsuianssun1siu daiu wagldnunseussianadeyadiuuana / ssugiulszana

(21,83/3a.)  (23,82/1a)  5) Jevinleviemsduasesteyadiuunna (Privacy) waztuneuluaviseaiionsufufinu lunsfuasesdayadiuunna

(41,42,82/14.) 6) usea “Wmhiquasesteyadiuyana” (DPO) wagytaunNentini m1u w.s.u.

9

(37,83/3a.) 7) Ussdlunansenuwazauidedaindeayadiuyaaa Data protection Impact Assessment & Risk Assessment



LUINNSANLEUNTANUN.S.U. ANATEIVILAFIUUARR W.A. 2562

N1ATVUNAI NG

8) %’ﬂﬁ’lmiﬁwuﬂa"ﬂﬁu%u%yja (Data Classification Policy/Procedure)
(30,82/18.) 9) dmviuenans waznszurunIviestuu ieliiwestoyadiuyanaudsanuusrasdvedldans (Data Subject Rights Management)
(40/86/38.)  10) dnvinleuentenurufiilunsdndng wazuumndumsmiugua yaravidediyarameusniiluiusznanadeyadiuyana (Outsource)
(19/20/26) 11) AMINNTTUIUNITINNITNITVOALBULON (Consent Management Procedure)
(37(3),83/38.) 12) daviuleviensdnms seziansiudeyadiuyana (Data Retention and Disposal Policy)

(28/79 (2.6/0.58.)  13) davhulsuevsewuiufU@ntunis Wawe deyadmyanaludmhsruneuen viedwiseloudeyadiuynaalumizsnulusmsussine
(26/28 (3.1 U/1a.))
(26/28/83/37.)



LUINNSANLEUNTANUN.S.U. ANATEIVILAFIUUARR W.A. 2562

N1ATVUNAI NG

(19/20/26)  (40/86/3d.) 15)

(23 25,82/18.) (21,83/38.) 1)

(37(4),83/38.) 17)

(37(1),83/3a.) 1g)

(37(2),83/3a.) 19)
(80/2.60./0.58)
(27/84/54.)

numuazunlnilsdedusen (Consent) dgyayn (Contract) niotannas (Agreement) LAZTUADUNITVOAIUDULDN ANVDAMUAVDI W.5.U.4

Usgnian i dudiud Privacy Notice iiieliildnvastoyadiuyana (Data subject) lasunsuisnisussnanatoya

(%

AYILONENT KAZNTTUIUNITUIOITLUU WBRTLINNITWISANTaviiintoyaduyarawndtindIu wae/M3eiinvesloyadiuynna
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asuAnunsznn uagiasuaseuslitugujiRnuuazgiineides

MruanseuN1sUsEanuiunilsnumiugia mhenunasy uaerisnuauTiuiliedy 9
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" ngunai GDPR (fuiumsmunginasiwazdorimuniiieades)
" wwmsgiuana ISO/IEC 27701 Privacy Information Management (Aug. 2019)
O afiun13nudanivuansaun1suInisannIsuazInsn1sAuAsasdayaduyana
O aiun15ns395U50989anIMUASSUUUSHISIANIS Privacy Information Management

[] °zJEJ']%J‘UE)‘UL?Jmn']'im'm%'ma\‘immgﬂu ISO/IEC 27001 (Information Security Management System) ﬂiaUﬂqmmiﬁuﬂim
JayadiuyAAa LAZN1TIANITIUITUUAATIA

" 41m9gIUEIna I1ISO 29100 Privacy Framework (Implementation)

O andunsaadenvuansaunisaiivaulunisduasasdoyadiuynna
" 11551 NIST Privacy Framework (16 Jan 2020)

O andunisaadenivuansaunisaiiivaulunisduasasdoyadiuynna

" uwamansiEsuaieanuiiinudnsuteunene “i@mihnAuasesdayadiuynna”
(Data Protection Officer: DPO) waggujjiRuiie1aIn1unsay Privacy/Data Protection



Standards & Best Practices

Risk Managemem (RM)

i Govemance (6 Info. Secunty Risk R Continu(itgch::g)agemenlSysterns o CyberRe51l|enc;a\Rev1;w o
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(EA) PMBOK 1SO \___ Code of practices for Pl

} in public clouds
. \ 9001 Info security controls for Cloud services
ISO/IEC \ i % Code of practices for Info. Security controls
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000

Best Practces




Standards for Security and Privacy Management

= NIST Privacy framework (preliminary draft) : » General Data Protection Regulation (EU GDPR)
A Tool for Improving Privacy through Enterprise Risk Management

= ISO/IEC 29100 - Privacy framework = [SO/IEC 27701 - Extension to ISO/IEC 27001

= |SO/IEC 29101 - Privacy architecture framework and ISO/IEC 27002 for Privacy Information

Management — Requirements and Guidelines

ISO/IEC 29134 — Guidelines for privacy impact assessment
ISO/IEC 29151 / ITU-T X.1058 — Code of practice for Pll protection = |SO/IEC 27001 - Information Security
ISO/IEC 29190 - Privacy capability assessment model Management Systems — Requirements
ISO/IEC 29146 — A framework for access management i

ISO/IEC 27018 — Code of practice for protection of PII
in public Clouds acting as PIl processors

ISO/IEC 27002 - Code of practice for
information security controls

= |SO/IEC TR 38505-1 — Governance of IT — Governance of data — = |SO/IEC TR 38505-2 — Governance of IT — Governance of data —
Part 1: Application of ISO/IEC 38500 to the governance of data Part 2: Implications of ISO/IEC 38505-1 for data management

ISO/IEC 38500 — Governance ~ = ISO/IEC TS 38501 — Governance ~ = ISO/IEC TR 38502 - Governance ~ = ISO/IEC TR 38504 — Governance of IT — Guidance for
of IT for the organization of IT — Implementation guide of IT — Framework and model principles — based standards in the governance of IT





